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ABSTRACT

This thesis describes ellipﬁc curve cryptosystems (ECCs), which are expected to
become the next-generation public key cryptosystems. ECC requires a shorter key
length than RSA cryptosystems, which will be one of standards of public key
cryptosystems, but provide equivalent security levels. Because of the shorter key

length, ECCs is fast and can be implemented with less hardware.

The application of elliptic curves to the field of cryptography has been relatively
recent. It has opened up a wealth of possibilities in terms of security, encryption, and
real-world applications. In particular, we are interested in public key cryptosystems

that use the elliptic curve discrete logarithm problem to establish security.
The objective of this thesis is to assemble the most important facts and findings into a

'board, unified overview of this field. To illustrate certain points, we also discuss a

sample implementation of the elliptic curve analogue of ElGamal cryptosystem.
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