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ABSTRACT 

WAN is an extention of the LAN using some techniques. We need WAN as 

LAN can not be extended arbitrarily far or to handle arbitrarily many computers so we 

need a technology for larger networks. W A.c"l\J can span arbitrary distances and 

interconnect arbitrarily many computers. We uses packet switches and point-to-point 

connections to acomplish the task fo communication. Packets switches use store-and­ 

forward and routing tables to deliver packets to destination. We can use graph 

algorithms to compute routing tables. Many WAN technologies exist. These WAN 

technologies help in making communication for more lage networks and over large 

network making communication faster, reliable and secure. WAN also contain some 

hardware for the proper network to network communication. And between two 

networks we use a device called router. Its work is to transfer, forward data from one 

network to other, repeat the weak signals and work on some protocols and finisding the 

best shortest error free path and send the infomation on that path. This process or router 
is called as routing. 
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INTRODUCTION 

Now a days every where in this world rather a small office or big we need to have a 

network even in a small office we have many computers sharing a single or two printers. 

All this is possible because of networking. There are three main types of networking one 

which is in a small office called as LAN as local area network. Then there is a kind of 

networking which is used to connect distant offices means in other works. a network in 

which we can connect LAN of one office to LAN of other office called as W .AN. Two or 

more than two LAN combine to make a W.AN and the third type is NIAN which is more 

advance then LAN. 

Two connect two or more LAN to make W Al'J we use a device called router as from 

its name is specified that it routes the data from one network to an other network. Router is 

the main component to make communication between many networks as it has its on 

operat~ system and program and it is its responsibility that which data must be sent to 

which network and this process is called routing 

My first chapter is all about explaining what are WAN technologies. It is an 

introduction chapter in which I have explained about WAN in· detail and what are the 

features of WAN and what are the devices used in WAN to make communication possible 

between two networks. 

My second chapter is all about giving details of what are-the technologies used in 

WAN. There are about seven main technologies used in WAN such as Frame Relay which 

is all about high-performance, packet-switched WAN protocols. Then we have High Speed 

Serial Interface (HSSI). It is all about a network standard for high-speed serial 

communications over WAN links. Then we have Integrated Services Data Network 

(ISDN). It consists of communication protocols proposed by telephone companies to permit 

telephone networks to carry data, voice, and other source material. Further we have Point­ 

to-Point Protocol (PPP). It provides router-to-router and host-to-network connections over 
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synchronous and asynchronous circuits. Then we have Synchronous Data Link Control 

(SDLC) & Switched Multi-megabit Data Service (SMDS). They are IBM bit-synchronous 

data link layer protocol and used as high-speed, packet-switched WAN technology. The 

last one is X.25 which is an ITU-T WAN communications protocol. 

!Vfy third chapter is all about WAN essentials in other words the components of 

WAN which help in communication. Fist of all we have an OSI seven Layer model. Which 

is a model helping in making communication more reliable. Then we have protocols 

helping in communication,the most important is network architecture and the hardware we 

use in WAN like modems, access server, repeaters synchronous and asynchronous 

communication, bridges, hubs, routers and gate ways. 

In the last chapter I have explained about the router and its main process called as 

routing. I have explained in the chapter the operation of router in detail as forwarding of 

packets, repeat the transmission of a packet and finding the best and shortest secure path 

and pass for the destination. 
-: 
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1. INTRODUCTION TOW Al~ TECHNOLOGIES 

1.1 Overview 

A wide-area network (WAN) is a data communications network covermg a 

relatively broad geographic area and often using transmission facilities .. provided by the 

common carriers. WAN technologies function at the lower three layers of the OSI reference 

model: the physical layer, the data link layer, and the network layer. 

The following figure shows the relationship between the common WAN technologies and 

the OSI model: 

Figure 1.1: Shows W A.."N Specification and OSI Model 
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1.2 Point-to-Point Links 

A point-to-point link provides a single, reestablished WAN communications path 

from the customer premises, through a carrier network (the telephone company), to a 

remote network. Point-to-point links are also known as leased lines. The established path is 

permanent and is fixed for each remote network reached through the carrier facilities. 

Point-to-point links are reserved by the carrier company for the private use of the customer. 

Point-to-point links allow two types of transmission: 

Datagram transmission -- Datagram transmissions are composed of individually addressed 

frames. 

Data stream transmission -- Data stream transmissions are composed of a stream of data for 

which address checking occurs only once. 

The following figurejllustrates a typical point-to-point link through a WAJ'J: 

Figure 1.2: Shows a Point-to-Point Link 

1.3 Circuit Switching 

Circuit switching is a WAN switching method in which a dedicated physical circuit 

through a carrier network is established, maintained, and terminated for each 

communication session. Circuit switching, . used extensively in telephone company 

networks, operates much like a normal telephone call. Integrated Services Digital Network 

(ISDN) is an example of a circuit-switched WAN technology. 
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Figure 1.3: Shows a circuit-switched WAN 

1.4 Packet Switching 

Packet switching is a WAN switching method in which network devices share a 

single point-to-point link to transport packets from a source to a destination across a carrier 

network. Statistical multiplexing is used to allow devices to share these circuits. 

Asynchronous Transfer Mode (ATM), Frame Relay, Switched Multi-megabit Data Service 

(SMDS), and X.25 are examples of packet-switched WAN technologies. 

Figure 1.4: Illustrates a packet-switched WAN 
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1.5 WAN Virtual Circuits 

A virtual circuit is a logical circuit created to ensure reliable communication 

between two network devices. There are two types of virtual circuits: switched virtual 

circuits (SVCs) and permanent virtual circuits (PVCs). 

1.5.1 Switched Virtual Circuit " 

A switched virtual circuit (SVC) is a virtual circuit that is dynamically established 

on demand and is terminated when transmission is complete. Communication over an SVC 
consists of three phases: 

Circuit establishment - The circuit establishment phase involves creating the virtual circuit 

between the source and destination devices. 

Data transfer -- The data transfer phase involves transmitting data between the devices over 
the virtual circuit. 

· · Circuit termination -- The circuit termination phase involves tearing down the virtual 

circuit between the source and destination devices. 

SVCs are used in situations where data transmission between devices is sporadic. 

SVCs increase bandwidth use due to the circuit establishment and termination phases, but 

decrease the cost associated with constant vinual circuit availability. 
0 

1.5.2 Permanent Virtual Circuit 

A permanent virtual circuit (PVC) is a virtual circuit that is permanently 

established. PVCs consist of one mode: data transfer. PVCs are used in situations where 

data transfer between devices is constant. PVCs decrease the bandwidth use associated with 

the establishment and termination of virtual circuits, but increase costs due to constant 

virtual circuit availability. 
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1.6 WAN Dialup Services 

Dialup services offer cost-effective methods for connectivity across W ANs. Two 

popular dialup implementations are dial-on-demand routing (DDR) and dial backup. 

1.6.1 Dial-on-Demand Routing 

Dial-on-demand routing (DDR) is a technique whereby a Cisco router can 

dynamically initiate and close a circuit-switched session as transmitting end stations 
·' 

demand. A router is configured to consider certain traffic interesting (such as traffic from a 

particular protocol) and other traffic uninteresting. When the router receives interesting 

traffic destined for a remote network, a circuit is established and the traffic is transmitted 

normally. If the router receives uninteresting traffic, and a circuit is already established, that 

traffic is transmitted normally as well. 

- The router maintains an idle timer that is reset only when interesting traffic is 

received. If the router receives no interesting traffic before the idle timer expires, the circuit 

is terminated. If uninteresting traffic is received, and no circuit exists, the traffic is dropped. 

Upon receiving interesting traffic, the router will initiate a new circuit. DDR can be used to 

replace point-to-point links and switched multi-access \VAN services. 

Figure 1.5: Shows the basic operation of a DDR implementation 
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1.6.2 Dial Backup 

Dial backup is a service that activates a backup serial line under certain conditions. 

The secondary serial line can act as a backup link that is used when the primary link fails or 

as a source of additional bandwidth when the load on the primary link reaches a certain 

threshold. Dial backup provides protection against WAN performance degradation and 

downtime. 

Figure 1.6: Shows the operation of a dial backup implementation 

1. 7 WAN Devices 

There are numerous types of devices used in vVANs. These include routers, ATM 

switches, multiplexers, various W~hes, access servers, modems, CSU/DSUs, and 

terminal adapters. 

1.7.1 WAN Switch 

A WAN switch is a multi-port internetworking device used in carrier networks. 

These devices typically switch Frame Relay, X.25, S:rvIDS, and other WAN traffic. They 

operate at the data link layer of the Open System Interconnection (OSI) reference model. 
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Figure 1.7: Shows Two Routers of a WA.i'J. connected by switches: 

1.7.2 Access Server 

An access server serves as a concentration point for dial-in and dial-out 

connections. 

Figure 1.8: Shows an access server concentrating dial-out connections 
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1.7.3 Modem 

I 

A modem is a device that converts digital and analog signals, allowing data to be 

transmitted over voice-grade telephone lines. At the source, digital signals are converted to 

a form suitable for transmission over analog communication facilities. At the destination, 

analog signals are returned to their digital form. 

Figure 1.9: Shows a Simple modem-to-modem connection 

1.7.4 CSU/DSU 

A channel service unit/data service unit (CSU/DSU) is a digital interface device (or 

sometimes two separate digital devices) that adapts the physical interface on a data terminal 

equipment (OTE) device (such as a terminal) to the interface of a data circuit-terminating 

(DCE) device (such as a switch) in a switched carrier network. The CSU/DSU also 

provides signal timing for communication between these devices. 

Figure 1.10: Shows the Placement of the CSU/DSU 
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