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ABSTRACT 

I chose talking about networks from any other subjects from the knowledge, that

networks are widely used, anywhere and anytime, as we all know that networks make

the world very small, by the ability of contacting any person needed, even if he is very

far from you. And I specialized in network management because it is an essential, and

important activity in our life, because networks are taking an essential part of everyday

activities in the entire world, management systems are needed for every action and duty,

not only in network administrating but also used in business, studies, and every daily

activity, also note that network and internet protocols are developing very quickly and

everyday, so we as an engineers either cope with this fast developments or we parish, so

working in the future as network administrator brings me into a sea of knowledge, and

ability to prove myself in my future career, if god wishes.
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LIST OF ABBREVIATIONS

10Base2 - Ethernet specification for thin coaxial cable, transmits signals at 10 Mbps
(megabits per second) with a distance limit of 185 meters per segment.

10Base5 - Ethernet specification for thick coaxial cable, transmits signals at 1 O Mbps
(megabits per second) with a distance limit of 500 meters per segment.

lOBaseF - Ethernet specification for fiber optic cable, transmits signals at 10 Mbps
(megabits per second) with a distance limit of2000 meters per segment.

lOBaseT - Ethernet specification for unshielded twisted pair cable (category 3, 4, or 5),
transmits signals at 10 Mbps (megabits per second) with a distance limit of 100 meters
per segment.

lOOBaseT- Ethernet specification for unshielded twisted pair cabling that is used to
transmit data at 100 Mbps (megabits per second) with a distance limit of 100 meters per
segment.

Asynchronous Transfer Mode (ATM) - A network protocol that transmits data at a
speed of 155 Mbps and higher. It is most often used to interconnect two or more local
area networks.

Backbone - A cable to which multiple nodes or workstations are attached.

Bridge - Devices that connect and pass packets between two network segments that use
the same communications protocol.

Cable - Transmission medium of copper wire or optical fiber wrapped in a protective
cover.

Client/Server - A networking system in which one or more file servers (Server) provide
services; such as network management, application and centralized data storage for
workstations (Clients).

CSMA/CA - Carrier Sense Multiple Access Collision Avoidance is a network access
. method in which each device signals its intent to transmit before it actually does so.

This prevents other devices from sending information, thus preventing collisions from
occurring between signals from two or more devices. This is the access method used by
LocalTalk.

CSMA/CD - Carrier Sense Multiple Access Collision Detection is a network access
method in which devices that are ready to transmit data first check the channel for a
carrier. If no carrier is sensed, a device can transmit. If two devices transmit at once, a
collision occurs and each computer backs off and waits a random amount of time before
attempting to retransmit. This is the access method used by Ethernet.
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Coaxial Cable - Cable consisting of a single copper conductor in the center surrounded
by a plastic layer for insulation and a braided metal outer shield.

Concentrator - A device that provides a central connection point for cables from
workstations, servers, and peripherals. Most concentrators contain the ability to amplify
the electrical signal they receive.

Ethernet - A network protocol invented by Xerox Corporation and developed jointly by
Xerox, Intel and Digital Equipment Corporation. Ethernet networks use CSMNCD and
run over a variety of cable types at 10 Mbps (megabits per second).

Fiber Optic Cable - A cable, consisting of a center glass core surrounded by layers of
plastic, that transmits data using light rather than electricity. It has the ability to carry
more information over much longer distances.

File Server - A computer connected to the network that contains primary
files/applications and shares them as requested with the other computers on the network.
If the file server is dedicated for that purpose only, it is connected to a client/server
network. An example of a client/server network is Novell Netware. All the computers
connected to a peer-to-peer network are capable of being the file server. Two examples
of peer-to-peer networks are LANtastic and Windows for Workgroups.

Hub - A hardware device that contains multiple independent but connected modules of
network and internetwork equipment. Hubs can be active (where they repeat signals
sent through them) or passive (where they do not repeat but merely split signals sent
through them).

LAN (Local Area Network) - A network connecting computers in a relatively small
area such as a building.

Network Interface Card (NIC) - A board that provides network communication
capabilities to and from a computer.

Node - End point of a network connection. Nodes include any device attached to a
network such as file servers, printers, or workstations.

Node Devices - Any computer or peripheral that is connected to the network.

Peer-to-Peer Network - A network in which resources and files are sıiared without a
centralized management source.

Protocol -A formal description of a set of rules and conventions that govern how
devices on a network exchange information.

Repeater - A device used in a network to strengthen a signal as it is passed along the
network cable.

Router -A device that routes information between interconnected networks. It can
select the best path to route a message, as well as translate information from one
network to another. It is similar to a superintelligent bridge.
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Star Topology - LAN topology in which each node on a network is connected directly
to a central network hub or concentrator.

Star-Wired Ring - Network topology that connects network devices (such as
computers and printers) in a complete circle.

Twisted Pair - Network cabling that consists of four pairs ofwires that are
manufactured with the wires twisted to certain specifications. Available in shielded and
unshielded versions.

WAN (Wide Area Network) - A network connecting computers within very large areas,
such as states, countries, and the world.

Workgroup - A collection ofworkstations and servers on a LAN that are designated to
communicate and exchange data with one another.

Workstation - A computer connected to a network at which users interact with
software stored on the network.

Asynchronous Transfer Mode (ATM) - A network protocol that transmits data at a
speed of 155 Mbps and higher. It is most often used to interconnect two or more local
area networks.
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INTRODUCTION 

Network management is a specialized, and important in our life, because networks are 

taking an essential part of everyday activities in the entire world, management systems 

are needed for every action and duty, not only in network administrating but also used 

in business, studies, and every daily activity, now talking about local area networks, All 

LANs require regular administration and management in order to function efficiently 

and effectively. A Network Administrator is required to perform a range of duties in 

order to achieve this efficiency and effectiveness. These include maintaining system 

security, implementing backup strategies, installing software, upgrading software, 

managing data storage and ensuring provision of virus protection. 

Considering the second subject in my project, which is internet protocols, which is also 

important subject because data communication has become a fundamental part of 

computing. World-wide networks gather data about such diverse subjects as 

atmospheric conditions, crop production, and airline traffic. Groups establish electronic 

mailing lists so they can share information of common interest. Hobbyists exchange 

programs for their home computers. In the scientific world, data networks are essential 

because they allow scientists to send programs and data to remote supercomputers for 

processing, to retrieve the results, and to exchange scientific information with 

colleagues. 

Recently, however, a new technology has emerged that makes it possible to 

interconnect many disparate physical networks and make them function as a 

coordinated unit. The new technology, called internetworking," or internetting, 

accommodates multiple, diverse underlying hardware technologies by adding both 

physical connections and a new set of conventions. The Internet technology hides the 

details of network hardware and permits computers to communicate independent of 

their physical network connections. 
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CHAPTER ONE 

GENERAL PRINCIPLES OF NETWORKING 

1.1 Overview 

This chapter explains the most important general principles that are used in most Forms 

of computer networks, including local area networks, personal computer networks and 

linked local area networks. It considers only those principles that are widely used. 

As we all know networking is taking an essential part of our career, entertainment and 

many other roles in our life. But why? Is the question to be asked, and you could find 

the answer after reading the 1st chapter of this project. But what I could add now is that 

recently people on earth are lazy and they require help to accomplish their jobs easily, 

fastly and efficiently, so from here comes the need of networks and communications 

between people. 

Firstly, there are brief discussions of the purposes and user requirements of 

networking(here I will talk about the ability of making the user more dissolved with the 

usage of networking and being satisfied of network usage). This chapter then considers 

in tum user interfaces to computer networks, network architecture (which is the building 

and main parts of computer network system), devices and other equipment linked to 

networks, data transmission (it's an important part of networks which talks about the 
@I 

data that is transferred through networks), network standards and protocols, network 

control and performance. 
• 

1.2 Purposes of Networking 

By bringing together the already rapidly expanding technologies of computing and 

telecommunications, computer networks is adding to both of these technologies 

capabilities that neither of them would have separately. On the one hand, it makes 

possible a form of computing that is distributed in several ways. For example, several 

users at different locations can access the same computing system. The same user can 

carry out a data processing job, different parts of which are carried out by different 
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computers in a network. A group of linked users can use their own computers or 

"intelligent" terminals for some purposes, but also use commonly held file stores, 

printers or processors, for others. Users can not only access a very wide variety of 

computer data bases, sometimes over very long distances, but often extract and 

transform for their own purposes selected subsets of the information that these data 

bases contain. On the other hand, computer networking adds an extra dimension to the 

scope of telecommunications in the ordinary sense. It provides several communications 

media and channels for numerical data, text, formulae, diagrams, graphics and images, 

as well as voice; indeed, in its most advanced form, it can handle, multimedia messages, 

using all these modes of message content, to telephone communications and 

broadcasting, it has added data communications, telex, telefacsimile, and more recently 

Teletex (a sophisticated form of communicating wold-processing) videotext (the 

communication of information from computers to user- friendly displays). 

But the potentialities of computer networking go 'farther still, because totally new 

applications of integrated information processing are emerging, that require both 

computing and telecommunications for their fulfillment. These include the whole realm 

of office automation that is now evolving rapidly, financial transaction services that are 

coming more and more to the public attention, electronic publishing, integrated 

information services, and a variety of ways in which geographically separated people 

will be able to communicate, exchange ideas, and interact with each other. Thus 

computer networking has already established itself as a vitally important area of 

practical application, and will rapidly become much more important during the next few 

years. Not only will it perform many valuable functions in business and industry, but it ~ 
will also be used increasingly widely by more and more members of the public. 

Considering business sides, most business is d_?ne in developed ,countries through 

· networks. Management networking are used for many purposes, some of these purposes 

are mentioned below. 

• Increasing company profitability, efficiency or effectiveness. 

• Improving customer service. 

• Achieving business and personal targets. 

• Preparing for future personal advancement. 
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Other purposes of implementing network for normal users include: 

• Implementation of administrative and financial database. 

• Staff access to company records. 

• Automation of letter, report or specification writing. 

• E-mail for staff. 

• Staff scheduling. 

• General information automation (including library, plans, graphics and images). 

• Leaming or training aids (interactive software). 

Computer skills training rooms (word processing, publishing, CADD, spreadsheets, 
-, 

databases). 

• Printer sharing. 

• File transfer. 

• Internet access (graphical, text, news). 

• Access to centralized information sources ( e.g. CD-ROM stacks). 

• Automate software updates. 

• Centralize application software. 

Networking is based on some very uncomplicated principles. Three common sense 

philosophies underpin the concept of networking and they can be summed up as 

follows: 

• relationship building i.e. personally connecting with others. 

• relationship maintenance i.e. timely reconnecting and communicating. 

• information sharing i.e. adding value to the relationship . • 
1.3 User Requirements 

If computer networking is to become a widely used and well-integrated set of 

techniques, for large groups of people, whether executives, managers, professionals 

office workers, or Citizens, one of the first requirements that it must fulfill is user 

friendliness. In other words, it should positively invite the user to come and try it; no 

longer should it put up a barrier, and convey a feeling of inaccessibility, together with a 

uneasy sense that it can be practiced only by a few "esoteric wizards". 
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That this is a real challenge is evident not only from the very genuine technical not to 

mention human, political and social, difficulties of computer networking those problems 

tend to be very much harder than those of computing alone and telecommunications 

alone, It also requires considerable, if not great, advances over the low degree of user 

friendliness all too often present in many areas of "ordinary" telecommunications and 

"ordinary" computing. Which of us will not have come across the exasperating 

difficulties, under too many circumstances, of trying to make even commonplace 

telephone calls? ,Which computer user will not have experienced the ham-handed ways 

in which manuals of even highly popular computer systems quite often do not explain 

sufficiently clearly accurately what the user should do in certain types of situation? 

Worse still, they sometimes forget to mention these contingencies at all. 

Thus one vitally important ingredient of user-friendliness is that the basic concepts of 

computer networking be explained as simply as possible, given the circumstances, in as 

easy and clear a language as possible, with all necessary technical terms properly 

defined where they arise, preferably with· illustrative examples. A closely related 

ingredient is that, for. any specific function of computer networking that a user needs to 

carry out with a specific system, either on the job or as a member of the public, there 

should be a clear but comprehensive statement of the whole sequence of steps that need 

to be carried out. This statement should neither be too long and complicated which 

makes the user unsatisfied nor too short and concise to be unreadable, and it should 

include at least one example. 

Another important requirement' of a computer networking system or service is that it 

should provide its users with a range of functions and facilities that are appropriate for 

their needs. Thus, for a business system, there is a fairly well "defined group of 

requirements for office automation and integrated information systems, even now, and 

these will doubtless develop further. For private users, there are not only requirements 

for simple individual or household functions, such as electronic mail and financial 

transactions, but also the need to contribute to information, education and 

entertainment. 
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In assessing this sort of requirement, it should be realized that it is not static, but rather 

that it is evolving rapidly. Not only that; users may well increasingly demand their own 

say in the new facilities to be offered by the computer-information-communication 

networks of the future. 

Last but not least are the ergonomic requirements of networking, that the equipment 

used shall provide a pleasant environment and interface for the user, which is neither 

tiring nor, in the long run, a health hazard or source stress. 

1.4 User Interfaces 

A typical user interface to a computer network, whether it is a terminal or a more 

elaborate work station, includes both a display and a keyboard; these are two of the 

most basic means of communication between the network and its users. Displays are 

usually obtained through specially designed visual display units (VDUs), not unlike 

television sets that can present a combination of text and graphics information, usually 

in black and white or black and green, although colour displays are also available. A 

display not only conveys the most important messages from. the computer network and 

computing systems themselves. It can also show messages from other users and 

generally provides an immediate visual record of information input through its 

associated keyboard. Keyboards allow users to input text of their own choice to the 

network and to the system. This next includes their instructions to the system, messages 

that they want to send to other users, information that they wish to file, and programs 

that they decide to run. Typically, terminals have a keyboard that is alphanumeric, 

containing keys for digits, lettess of the alphabet (now usually though not always in both 

upper and lower case), punctuation marks, and special symbols. Many terminals also 

have cursor control keys, controlling the movement of the cursor, a small symbol, 

appearing on a display, which indicates where the next keyboard input will be shown. 

Visual information for users is often provided also by printers that capture on paper 

what may otherwise be fleeting images on display screens. Output on paper is usually 

an extra advantage, as printed page images typically contain much more text than VDU 

displays and are often more readable. 
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Some printers can also provide graphics output, occasionally in colour too, and plotters 

are available which can provide high quality graphical forms on paper. 

Voice channels are being provided on some data networks and communication 

networks. This is sometimes done by integrating telephone communications with data 

communications and text communications. In addition, special devices for voice input 

and voice output are becoming available; for example, the former can allow the 

recognition of up to several dozen different spoken sounds, while the latter implement 

various forms of computer speech. 

Examples of User Interface 

Acme windows are arrayed in columns and are used more dynamically than in an 

environment like. 

Acme windows have two parts: a tag holding a single line of text, above a body holding 
' 

zero or more lines. The body typically contains an image of a file being edited or the 

editable output of a program, analogous Acme has no single notion of 'current 

directory'. Instead, every command, file name, action, and so on is interpreted or 

executed in the directory named by the tag of the window containing the command. For 

example, the string mammals in a window labeled /lib/ or /lib/insects will be 

interpreted as the file name. 

X Windows or 8Yı [Sche86, Pike91]. The system frequently creates them 

automatically and the user can order a new one with a single mouse button click. The 

initial placement of a new window is determined automatically, but the user may move 

an existing window anywhere 'by clicking or dragging a layout box in the upper left 

comer of the window. 

Macintosh, 8Yı, and Sam. The middle and right' buttons are used, somewhat like the 

left button, to 'sweep' text, but the indicated text is treated in a way that depends on the 

text's location-context-as well as its content. This context, based on the directory of 

the file containing the text, is a central component of Acme's style of interaction. 
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