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ABSTRACT 

Wireless LAN is a group of computers which is connected together by wireless 

interfacing devices, and this group of computers -has a different standards .and protocols 

than other computer networks, which we are going to see in this project. 

Wireless LAN helps organizations raise profits, cut costs, and increase efficiency. 

Wireless devices can be instalied as an extension of your Ethernet™ backbone or as a 

standalone network. 

Wireless networks offer many organizations a variety of key competitive 

advantages. Today's demanding and competitive marketplace environment has become 

extremely data-intensive. 

Wireless LAN technology was specifically developed to move large amounts of 

data quickly and cost effectively. Wireless LANs have proven to help organizations of 

all kinds boost productivity, cut costs, and dramatically increase profitability by quickly 

accessing data 
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Overview Of Local Area Networks (LANs) 

• 
1. OVERVIEW OF LOCAL AREA NETWORKS (LANs) 

1.1 Introduction 

A network is a group of computers, printers, and other devices that are connected 

together with cables. Information travels over the cables, allowing network users to 

exchange documents & data with each other, print to the same printers, and generally 

share any hardware or software that is connected to the network. Each computer, 

printer, or other peripheral device that is connected to the network is called a node. 

Networks can have tens, thousands, or even millions of nodes. In the simplest terms, a 

network consists of two or more computers that are connected together to share 

information. 
Principal components of a computer network: 

• Computers ( processing nodes or hosts ) 

• Data communication system ( transmission media, communication processors, 

modems, routers, bridges, radio systems, satellites, switches, etc ) 

1.2 How and Why Network Exists? 

The concept of linking a large numbers of users to a single computer via remote 

terminal is developed at MIT in the late 50s and early 60s. In 1962, Paul Baran develops 

the idea of distributed, packet-switching networks. The first commercially available 

WAN of the Advances Research Project Agency APRANET in 1969. Bob Kahn and 

Vint Cerf develop the basic ideas of the Internet in 1973. 
In early 1980s, when desktop computers began to proliferate in the business 

world, then intent of their designers was to create machines that would operate 

independently of each other. Desktop computers slowly became powerful when 

applications like spreadsheets, databases and word processors included. The market for 

desktop computers exploded, and dozens of hardware and software vendors joined in 

the fierce competition to exploit the open opportunity for vast profits. The competition 

spurred intense technological development, which led to increased power on the desktop 

and lower prices. Businesses soon discovered that information is useful only when it is 
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communicated between human beings. When large information being handled, it was 

impossible to pass along paper copies of information and ask each user to reenter it into 

their computer. Copying files onto floppy disks and passing them around was a little 

better, but still took too long, and was impractical when individuals were separated by 

great distances. And you could never know for sure that the copy you received on a 

floppy disk was the most current version of the information-the other person might have 

updated it on their computer after the floppy was made. 

For all the speed and power of the desktop computing environment, it was sadly 

lacking in the most important element: communication among members of the business 

team. The obvious solution was to link the desktop computers together, and link the 

group to shared central repository of information. To solve this problem, Computer 

manufactures started to create additional components that users could attach to their 

desktop computers, which would allow them to share data among themselves and access 

centrally located sources of information. Unfortunately the early designs for these 

networks were slow and tended to breakdown at critical moments. 

Still, the desktop computers continued to evolve. As it became more powerful, 

capable of accessing larger and larger amounts of information, communications between 

desktop computers became more and more reliable, and the idea of a Local Area 

Network (LAN) became practical reality for businesses. Today, computer networks, 

with all their promise and power, are more complicated and reliable than stand-alone 

machines. Figure I.I shows the network connectivity of the world. 

INTERNATIONAL CONNECTIVITY 

• Internet 

• BHnet but not hternet 

• EMail Only(UUCP.FidoNet) 

0 No Connectivity 

C.opyrlgh10 
UJ1'Yl.&ndWCbCP 
,1r,d 1'1c-ln1wl'c-1 &oc1c,w. 
vn11,n11e<1 pcnul"-klnto 
cop,-ol'u=l"hcrebvar~n1<'d 
5Ubl~11o!nc1us.lono1 
1hl,;.cop~gh1no11ct-. 

Figure 1.1 Computer Network Connectivity of the World 
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1.3 Goals of Computer Networks 

1. Resource sharing and accessing them independently of their location. 

2. Providing a universal environment for transmission of all kinds of information: data, 

speech, video, etc. 

3. Supporting high reliability of accessing resources. 

4. Distribution of loads according to the requirements very fast main frames, minis, 

PCs, etc. 

1.4 Classification of Computer Networks 

Network Classification Like snowflakes, no two networks are ever alike. So, it 

helps to classify them by some general characteristics for discussion. A given network 

can be characterized by its: 

• Size: The geographic size of the network 

• Security and Access: Who can access the network? How is access controlled? 

• Protocol: The rules of communication in use on it (ex. TCP/IP, NetBEUI, 

AppleTalk, etc.) 
• Hardware: The types of physical links and hardware that connect the network 

Computer experts generally classify computer network into following categories: 

• Local Area Network (LAN): A computer network, with in a limited area, is 

known as local area network (e.g in the same building) 

• Wide Area Network (WAN): A computer network that spans a relatively large 

geographical area. Typically, a WAN consists of two or more local-area 

networks (LANs). Computers connected to a wide-area network are often 

connected through public networks, such as the telephone system. They can also 

be connected through leased lines or satellites. The largest WAN in existence is 

the Internet. 

• Metropolitan Area Network (MAN): A data network designed for a town or city. 

In terms of geographic breadth, MANs are larger than local-area networks 

(LANs), but smaller than wide-area networks (WANs). MANs are usually 
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characterized by very high-speed connections using fiber optical cable or other 

digital media. 

• Campus Area Network (CAN): The computer network within a limited 

geographic area is known as campus area network such as campus, military base 

etc. 

• Home Area Network (HAN): A network contained within a user's home that 

connects a person's digital devices. It connects a person's digital devices, from 

multiple computers and their peripheral devices to telephones, VCRs, 

televisions, video games, home security systems, fax machines and other digital 

devices that are wired into the network. 

In figure 1.2 the connecttivity of local area networks to metropolitan area 

networks and typical use of metropolitan area networks to provide shared access to a 

wide area network is shown. 

Wide Area 

Metropolitan 
Area Network 

Local Area Networks Local Area Networks 

Figure 1.2 A typical use of MAN s to provide shared access to a wide area network 

Computer networks are used according to specified location and distance. In table 

1.1 it is shown that which technology can be applied to the specific location and specific 

distance. 
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Table 1.1 Network Techonologies that Fit in Different Communication Spaces 

NETWORK TYPE DEFINITION DISTANCE COMMUNICATION 

RANGE SPACE 

LAN Local Area Network 0.1 to 1 Km Building, floor, 

Room 

WAN Wide Area Network 100 to 10000+ Region, Country 

Km 

MAN Metropolitan Area 10 to 100 Km City 

Network 

CAN Campus Area Network 1 to 10 Km Campus, Military 

base, Compnay site 

HAN Home Area Network 0.1 Km Home 

In Figure 1.3 a chart is shown which specifies the distances and speeds of 

different networks. 

Speed,Mbit/s 

1000 

100 
HANs, LANs, 

CANs 
10 MANs 

WANS 
0 1 

Distance, Km 

0.1 1 10 100 1000 10000 

Figure 1.3 Distances and Speeds of the Different Networks 
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1.5 Local Area Networks 

LANs are networks usually confined to a geographic area, such as a single 

building, office. LANs can be small, linking as few as three computers, but often link 

hundreds of computers used by thousands of people. The development of standard 

networking protocols and media has resulted in worldwide proliferation of LANs 

throughout business organizations. This means that many users can share expensive 

devices, such as laser printers, as well as data. Users can also use the LAN to 

communicate with each other, by sending e-mail or engaging in chat sessions. Most 

LANs are built with relatively inexpensive hardware such as Ethernet cable and network 

interface cards (although wireless and other options exist). Specialized operating system 

software is also often used to configure a LAN. For example, some flavors of Microsoft 

Windows -- including Windows 98 SE, Windows 2000, and Windows ME -- come with 

a package called Internet Connection Sharing (ICS) that support controlled access to 

resources on the network. 

1.6 LANs & W ANs Comparison 
LANs are usually faster than W ANs, ranging in speed from 230 Kbps up to and 

beyond 1 Gbps (billion bits per second) as shown in Figure 1.4. They have very small 

delays of less than 10 milliseconds. 

l 

Figure 1.4 Data Speeds on LANs and WANs 

How does one computer send information to another? It is actually rather simple. 
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The figure 1.5 shows and explains a simple network. 

computer A Comput:er 8 

Hub 

Figure 1.5 Simple Network 

If Computer A wants to send a file to Computer B, the following would take place: 

1. Based on a protocol that both computers use, the NIC in Computer A translates 

the file (which consists of binary data -- 1 'sand O's) into pulses of electricity. 

2. The pulses of electricity pass through the cable with a minimum (hopefully) of 

resistance. 

3. The hub takes in the electric pulses and shoots them out to all of the other 

cables. 
4. Computer B's NIC interprets the pulses and decides if the message is for it or 

not. In this case it is, so, Computer B's NIC translates the pulses back into the l's 

and O's that make up the file. 

Sounds easy. However, if anything untoward happens along the way, you have a 

problem, not a network. So, if Computer A sends the message to the network using 

NetBEUI, a Microsoft protocol, but Computer B only understands the TCP/IP protocol, 

it will not understand the message, no matter how many times Computer A sends it. 

Computer B also won't get the message if the cable is getting interference from the 

fluorescent lights etc. or if the network card has decided not to turn on today etc. 
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Figure 1.6 shows small Ethernet local area network. 

1;1hemet Backbone 

Figure 1.6 Small Ethernet LAN 

The figure 1.7 shows briefly the interconnection of two LANs 

Router 

,. 
Router SATELLITE DISH 

Figure 1.7 Interconnection of two LANs 

1.7 Major Components ofLANs 

• Servers. 

• Client I Workstation. 

• Media. 

• Shared Data. 

• Shared Printers and other peripherals. 

• Network Interface Card. 

• Hubs I Concentrator. 

• Repeaters, Bridges, Routers, Brouters, Gateways 
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• Physical connectors. 

• Protocols. 

• Network operating system (NOS). 

1.8 Types of Local Area Networks 

LANs are usually further divided into two major types: 

1.8.1 Peer-to-Peer: 

A peer-to-peer network doesn't have any dedicated servers or hierarchy among 

the computers. All of the computers on the network handle security and administration 

for themselves. The users must make the decisions about who gets access to what. 

1.8.2 Client-Server: 

A client-server network works the same way as a peer-to-peer network except that 

there is at least one computer that is dedicated as a server. The server stores files for 

sharing, controls access to the printer, and generally acts as the dictator of the network. 

1.9 Local Area Networks Connectivity Devices 

1.9.1 Repeaters 

Boost signal in order to allow a signal to travel farther and prevent attenuation. 

Attenuation is the degradation of a signal as it travels farther from its origination. 

Repeaters do not filter packets and will forward broadcasts. Both segments must use the 

same access method, meaning that you can't connect a token ring segment to an 

Ethernet segment. Repeaters will connect different cable types. 
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1.9.2 Bridges 

Functions the same as a repeater, but can also divide a network in order to reduce 

traffic problems. A bridge can also connect unlike network segments (i.e. token ring and 

Ethernet). Bridges create routing tables based on the source address. If the bridge can't 

find the source address it will forward the packets to all segments. 

1.9.3 Routers 

A router will do everything that a bridge will do and more. Routers are used in 

complex networks because they do not pass broadcast traffic. A router will determine 

the most efficient path for a packet to take and send packets around failed segments. 

Unroutable protocols can't be forwarded. 

1.9.4 Brouters 

A brouter has the best features of both routers and bridges in that it can be 

configured to pass the unroutable protocols by imitating a bridge, while not passing 

broadcast storms by acting as a router for other protocols. 

1.9.5 Gateways 

Often used as a connection to a mainframe or the internet. Gateways enable 

communications between different protocols, data types and environments. This is 

achieved via protocol conversion, whereby the gateway strips the protocol stack off of 

the packet and adds the appropriate stack for the other side. 
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1.10 Local Area Networks (LAN) in the work place and its advantages 

Network allows more efficient management of resources. For example, multiple 

users can share a single top quality printer, rather than putting lesser quality printers on 

individual desktops. Also network software licenses can be less costly than separate, 

stand alone licenses for the same number of users. 

Network helps keep information reliable and up-to-date. A well managed, 

centralized data storage system allows multiple users to access data from different 

locations, and limit access to data while it is being processed. 

Network helps speeds up data sharing. Transferring files across a network is 

almost always faster than other, non-network means of sharing files. 

Networks help business service their clients more effectively. Remote access to 

centralized data allows employees to service clients in the field, and clients to 

communicate directly to suppliers. 
Speed: Networks provide a very rapid method for sharing and transferring files. 

Without a network, files are shared by copying them to floppy disks, then carrying or 

sending the disks from one computer to another. This method of transferring files is 

very time-consuming. 
Security: Files and programs on a network can be designated as "copy inhibit," so 

that you do not have to worry about illegal copying of programs. Also, passwords can 

be established for specific directories to restrict access to authorized users. 

Centralized Software Management: One of the greatest benefits of installing a 

local area network is the fact that all of the software can be loaded on one computer (the 

file server). This eliminates that need to spend time and energy installing updates and 

tracking files on independent computers throughout the building. 

Electronic Mail: The presence of a network provides the hardware necessary to 

install an e-mail system. E-mail aids in personal and professional communication for all 

personnel, and it facilitates the dissemination of general information to the entire school 

staff. Electronic mail on a LAN can enable students to communicate with teachers and 

peers at their own school. If the LAN is connected to the Internet, people can 

communicate with others throughout the world. Network allows workgroups to 

communicate more effectively. Electronic mail and messaging is a staple of most 
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network systems, in addition to scheduling systems, project monitoring, on-line 

conferencing and groupware, all of which help work teams be more productive. 

Workgroup Computing: Workgroup software (such as Microsoft BackOffice) 

allows many users to work on a document or project concurrently. For example, 

educators located at various schools within a county could simultaneously contribute 

their ideas about new curriculum standards to the same document and spreadsheets. 

1.11 Emerging Technology, Wireless Networks 

Wireless networking refers to hardware and software combinations that enable 

two or more appliances to share data with each other without direct cable connections. 

Thus, in its widest sense, wireless networking includes cell and satellite phones, pagers, 

two-way radios, wireless LANs and modems, and Global Positioning Systems (GPS). 

Wireless LANs enable client computers and the server to communicate with one another 

without direct cable connections. Figure 1.8 and 1.9 shows the wireless network. 

""''"'"" ~ •=·"'· 
' 

Figure 1.8 Wireless Network 
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