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INTRODUCTION



The integrated services digital network (ISDN) is one of the hottest buzzwords
today, just as the micro-chip was about fifteen years ago. A lot of development
has taken place since then, in both the computing and the communications
worlds. Imagine a computer sitting on your desk with which you could ring
anywhere in the world and carry on a telephone conversation while at the same
time accessing a remote database from within another window on your screen
and using the same wall socket: your introduction to the world of ISDN. Imagine
yourself then making a call to your local estate agent and scanning through their
home catalogues on your screen while discussing the details with them over the
phone connected to the same twisted pair cable. Imagine yourself in the office
conducting multi-party, multimedia conferencing across continents. Well, all of
this technology is currently available, thanks to ISDN and the developments in
data and telecommunications techniques and standards.

Local area computer networks (LANs) have become as ubiquitous in today's
offices as personal computers are at home. Formerly, the interconnection of
LAN s to each other left a lot be desired in that they mostly used the old analogue
telephone lines and modems operating at the now abysmally low transmission
rates of 9600 bit per second bps. Packet-switched data networks (PSDNs) have
alleviated some of these problems, but the technology and applications in the
LAN world have also outgrown their original bounds. What is currently needed
is a method of transparent interconnection of LANs and of porting the
applications developed for the relatively fast and error-free environments found
on the local area networks across long distances over the ISDN. These service
should be available to home workers, office interconnects and global LAN
interconnection. Dynamically varying network topology's and virtual networks
are now possible thanks again to the ISDN. Faster speeds, a very good bit error
rate (BER), end-to-end digital connectivity, support of multiple services and types
of services standardized access methods and standardized hardware and software
are now a reality. For voice, data and video services supported concurrently
through one global network and ubiquitous access all around the globe, the ISDN
is the way forward; and, what is more, the technology is available today.

1.1 EMERGENCE OF ISDN

The invention of the transistor and the subsequent development of microchip
technology have resulted in variety of useful applications in almost every aspect
of life; from home to office, from industry to commerce, from government to
health care to education. This is currently processing in two mains fronts; the
computer and communications technologies. When intelligent functionalities
were increase in the old telecommunications networks, it came in the form of the
stored program control (SPC). This was the use of some computing function
running special software to control the exchanges in the network. A multitude of
services then became available-call logging, itemized bills, transfer of calls;
conferencing, ring-back-when-free, etc. On the other hand, it became possible for
computers with simple interface cards and modems to access the
telecommunications services through their communications ports and software.
Slowly, a bit of the functionality of each of these technologies became a part of the
other. Today they are inseparable in many respects. Coupled with this
background development are the user requirements of accessibility, flexibility,



speed, cost effectiveness and new services on the one hand, and the desire of the
service provides to increase serviceability and to ease the management problem
on the other. Hence the technological and market forces have required the
integration of existing networks and services already provided on separate
networks. This had led to the concept of an integrated services digital network, a
network that would provide solution to most of the problems in the
communications world.

There are two main aspects of ISDN: the network evolution and the services
provided. As far as the users are concerned, ISDN provide all the necessary
communications services or access to the services provided by other networks in a
transparent fashion. As far as the service providers are concerned, one
homogeneous or several heterogeneous interworking networks may provide the
services. This does not change the view of the ISDN from the outside: that of a
uniform service provider through standard interfaces.

The integrated services digital network (ISDN) is evolving from the integrated
digital network (IDN) concept and is taking shape worldwide. The IDN provides
the integration of the switching and transmission facilities and extents it to the
subscriber loop by digitisation in the network. It also provides for the common
channel signalling which is based on the transmission of the control and
signalling messages on a packet-switching network design for this purpose and is
part of the public switched telecommunications network (PSTN). One of the
fundamental concepts in the creation of ISDN is the provision of a multitude of
switched and non-switched services to the users with in the circuit, packet of the
frame modes of access, through the use of a small set of the standard user­
network interfaces (UNls). Apart from fast switching, which is possible because
of the end-to-end digital connectivity, the ISDN utilizes common channel
signalling (CCS), allowing the selection of different services through the use of a
standard signalling protocol at the UNI. Furthermore, the ISDN provides
multiple channels to the user at the UNI. The main multiplexing technology used
in the digital telephony world is time division multiplexing (TDM). Assigning one
or more time slots (TSs) with in a TDM frame to a channel forms multiple
channels at the ISDN user-network interface. The TDM technology lends itself
easily to circuit switching (CS). Hence, circuit switching is inherent to ISDN, and
it is one of the earlier services available in ISDNs.

More recent technological developments taking place in the ISDN world are
the frame mode services, based on the more efficient use of the ISDN technology,
and the broadband ISDN services, based on the asynchronous transfer mode
(ATM) and the fibre optic technology. This will bring a drastic improvement in
the way most current services are provided. For example, the frame mode
services are purposed as the main method of LAN-LAN interconnection in the
very near future. The ATM technique is proposed as the main technology for
multi-megabit services including high-definition TV and video conferencing.

Some of the factors affecting the development of the ISDNs are:

• Basic technology Among developments in the sophistication of electronic
components, the current very large-scale integrated circuit (VLSI) chip
technology allows the implementation of many more functions in hardware
and firmware. For example, silicon chips are available accommodating the
high-level data link control (HDLC) protocol for layer 2 of the OSI reference
model. Developments in the fibre optic technology are another factor.
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• Increased use of computers Computers are nowadays used in almost every
walk of life, including government, commerce, banking, education, research,
industry, and tourism and leisure. The development of sophisticated
applications requırmg more and more hardware capacity and
communications bandwidth means that the computer and
telecommunications technologies have to deliver. The availability of on-line
information services and large databases, and the demand for electronic
shopping and banking facilities, mean that more and more data networks will
be built. Although currently the data services amount to only a very small
percentage of the whole telecommunications sector, this is bound to change in
the near future.

• Increased use of communications services The whole public and commercial
life of individual countries and companies nowadays depends more than ever
on the use of communications facilities. This provides instant access to
information on a national and global basis. The whole trade and commerce
sector is now completely dependent on the availability of telecommunications
and computing services. For example, one cannot conceive of a just-in-time
type stock provision without telecommunications and computing facilities.

• More time and money to spare With current developments in the economic and
social spheres, most people will have more time and many to spend on
technology and leisure. They will want more TV channels and easier access to
electronic services and teleconferencing facilities.

• Working from home With the increase in computing and communications
facilities, 'home commuters' are growing in number. This especially suits
people who prefer to work at their home rather than the office environment
or who have a got reason not to travel. It also suits some businesses, allowing
them to cut down on office space, heating costs, etc.

• Information technology The current state of information technology has
reached such a level that the storage of information is no longer the limiting
factor; rather, it is the access and manipulation of the information. Hence
faster and better communications facilities are needed.

• Computer-aided production and support Most industrial output is nowadays
controlled by communicating computers. The move is to lock the parts
manufacturers, stock suppliers, engineering design, manufacturing and
servicing centres, as well as the distributors, into one work environment based
on suitable standards, software, services and a global computer and
communications network. An example of this is the Computer-Aided Logistics
Support (CALS) programmer of the US Department of Defence.

1.2 THE DATA COMMUNICATIONS REVOLUTION

A revolution has been taking place since the early 1980s whereby the individual
computer with its own domain of information and work is no longer a preferred
solution a computing. Today, computers have become much more friendly and
accessible. They have become tools for productivity rather than simply pieces of
scientific equipment. Distributed computing based on workstations, personal
computers and their networks has become the norm. This has resulted in the
proliferation of the local area computers networks (LANs). Next have come the
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departmental LAN, connecting whole departments, and the company. In parallel,
a more widespread revolution has taken place; that of the Internet. The
interconnection of company or institution LANs to each other via a special wide­
area computer network using special communication protocols has meant that a
concatenated network of networks can be formed. This is called an Internet if
they all support a common Internet protocol at the network layer of the Open
Systems Interconnection (OSI) reference model.

Another development in the public domain has been the adoption of network
access standards by world standards organizations for the use of national and
international packet-switched public data networks (PSPDN). An example to this
is the CCITT Recommendations on the X-series of protocols (eg. X.25 and X.75).
Parallel to this, other standards organizations, such, as the International
Standards Organization (ISO) and the Institute of Electrical and Electronic
Engineers (IEEE) in the United States, the British Standards Institute (BSI) in
the UK and AFNOR in Germany, have been active in the definition and
acceptance of other data communications and networking standards. One of the
most important sets of standards is the ISO's Open System Interconnection (OSI)
standard on computer communications. OSI standards cover only the data
applications. However, work in the telecommunications world is converging to
that of the computer world. Therefore, standards covering the overlapping area
need to be defined. Indeed, today more than ever before, there is a need to
provide standards for multi-service and multi-media networking.

Today's networking covers a wide spectrum/ it involves computer-to­
computer as well as computer-to-other-digital-device communications like disc
storage devices, tape drivers, printers and even industrial machinery. To cope
with specific applications, Technical and Office Protocol standards (TOP) and
Manufacturing Automation Protocols (MAPs) have been developed in some
sectors of the industry.

Computer communication is necessitated by various needs. Some of these are:

• To share data and information Inaccessible data is not useful. The ability to
share information and exchange data is vital in today's work environment.

• To share resources Expensive and vital resources can be shared between users
and computing machinery. Examples are the expensive supercomputers, laser
input or output devices, line printers, tapes and disks.

• To increase reliability and extend services A distributed system can be made to
1

have increased reliability over a single resource as a result of the replication
and extended services.

• To control remote devices Sometimes devices that need to be controlled by
computers can be situated at long distances from the control centre. In this
case a computer network may be installed with the appropriate hardware and
software. Data collection and transmission is also required.
Many computer applications are now available using computer
communications and networks. These include electronic mail, remote login, file
access, file transfer, remote windowing, remote database access, computer
conferencing and computer-aided telephony.
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1.3 GLOBAL IT VILLAGE

From the preceding sections, it is clear that the current trend in the computer
communications revolution is towards global access to information and exchange
of data using existing and future applications. This will soon create a 'global IT
village', where the wonders of information technology (IT) will be exploited to its
fullest. We will be able to use computers to access huge data banks, transfer
information through networks at the speed of light, and request multi-media
conferencing including voice, data and video components. We will have access to
ever more information through document delivery services and will be able to do
our banking, shopping, education and working from home. Access to these
services from virtually anywhere will be possible using mobile voice and data as
well as mobile LAN/MAN services. Storage, retrieval and processing of data,
voice and video messages located on special servers will be possible. The world is
going to shrink in size still further in terms of global communications and
information dissemination.

All this and more heralded by the latest developments from the technological
frontiers. However, first we must come down to search and investigate how we
could utilize the flexibility and opportunities provided by the emerging ISDN.
One of the requirements is to port existing services on to the ISDN. In the case of
computer applications, an urgent need is to port a multitude of services (like LAN
interconnection, remote windowing and networked file systems) that are by now
so accustomed (and are taken so much for granted) by so many computer and
LAN users to the ISDN.

1.4 INTERNETWORKING IN THE ISDN AREA

1.4.1 The Background

The first computer systems consisted of a-mainframe forming the central hub of a
star network serving user terminals and other peripheral equipment. The
communications between a central computer and its peripherals formed the first
data communications as such. These islands of computing systems were soon
found to be wanting in many respects. The need for computer communication
arose mainly from the need to share information and resources. This led to the
formation of local computer networks. However, the need for inter-site, inter­
city, inter-country and global data communications has resulted in the
establishment of private, national and international computer networks.
Examples of this are the networks of individual banks or companies (eg. IBM's
VNET and DEC's Easynet), national research and educational networks (eg.
ARPANET in the United States), JANET in the United Kingdom, European
Academic Research Network (EARN) and RARE.

As computers entered every aspect of human, economic, production and
administrative activity, so too did the industrial, commercial, financial,
educational, governmental, health and even recreational applications of
computing become widespread. As the number of computer networks at the local
or wider areas increased the need for interconnectivity and interworking between
different networks is becoming more acute.
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For data communications between computers and a set of procedures, rules
and conventions defining different activities needs to be established. These are
called the communication protocols. Most networks are designed as a series of
layers or levels, each one built upon its predecessor. This provides structured
designed with reduced complexity. A set of layers and protocols is called the
network architecture. The International Standards Organization has been
working towards the establishment of worldwide standards collectively known as
the Open System Interconnection (OSI) standards, based on the principle of
layering. This principle helps the structured design of computer networks. The
OSI reference model (OSI-RM), defines seven layers and is used as a guide for all
network architectures conforming to the open system principles. Open Systems
are systems that are open for communication with other systems confirming to
the same principles.

In the OSI-RM, each system is decomposed functionally into a set of
subsystems and is represented pictorially in a vertical sequence. Vertically
adjacent subsystems communicate through their common interfaces, while peer 
subsystems collectively from a layer in the architecture. Each layer provides a set
of well-defined services to the layer above, by adding its own functions to the
services provided by the layer below. The layers of the model are partitioned as
follows:

• 1: Physical layer Achieves the transmission of row data bits over a
communication channel (medium).

• 2: Data link layer Converts the row transmission facility into a line that
appears free of frames and delimiting them. This layer may also include access
control to the medium, error detection and correction.

• 3: Network layer Performs the routing and switching of data between any two
systems across multiple data links and subnets.

• 4: Transport layer Operates on an end-to-end basis achieving the necessary
quality of service for the exchange of data between two eıid systems. May
include end-to-end error recovery and flow control.

• 5: Session layer Allows users on different machines to establish sessions
between them, and hence establishes and messages communication dialogue
between processes.

• 6: Presentation layer Manages and transforms the syntax of structured data
being exchanged. Is also concerned with the semantics of the information
transmitted.

• 7: Application layer Deals with the information exchange between end-system
application processes and defines the messages that may be exchanged.

The above layering was created according to the original design principles used
in the construction of the ISO model. According to this:
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Figure 1.1 The OSI reference model.

1. Different levels of abstraction are placed in separate layers.
2. Similar functions are grouped together within a single layer with each layer

performing a well defined function.
3. The function of each layer is chosen so as to be amenable to the definition of

a standard protocol.
4. Minimization of information flow across interfaces in a primary goal in

drawing the layer boundaries.

Although the majority of network architectures widely in use are based on the
principles of layering, most do not fit the OSI model exactly in their allocation of
layers and protocols used. Examples of these are the IBM's SNA (Meijer 1987),
DECnet and DARPA Internet (Quarterman and Hoskins 1986), to name but a
few. Conversely, some new network architectures, such as the MAP (General
Motors 1988; O'Prey 1986) and TOP (Boeing 1988), have adopted the OSI-RM
for their architecture and hence form 'open' networks. Open networks use
internationally standardized procedures for communications rather than local or
proprietary ones.

1.4.2 Technological Base for Internetworking

In computer communication three basic types of switching are used: packet,
circuit or message switching. Most data networking is packet-based since,
whatever the underlying switching or transmission mode used, some form of data
framing is used. A data frame may be considered to be the smallest unit by which
data transfer between networked elements is achieved, since data bits are
grouped into frames before transmission. The packet size may be greater or
smaller than the frame size. Packetization of data into units makes the
fragmentation, transmission and reconstitution of the original data easier in that
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each unit may be accounted for by the communication protocol used. Hence,
error detection and correction can be handled more easily. Also, flow and
congestion control can be more manageable.

In packet-switched (PS) networking, hosts or network relays have single or
multiple-access ports connected to packet switches in the main subnet (or WAN).
Transmission links between the packet switches and the access lines to the packet
switches are usually permanently connected via leased or private lines.

Two modes of operation are possible in PS data communications: connection
oriented (CO) and connectionless (CL). In the CO mode, first a connection
termed a virtual circuit (VC) is set up across the packet-switching network to the
destination. All the intermediate switching modes must reverse resources for the
new VC. Before the establishment of a VC can be achieved, a data link layer
(DLL) connection must be established. This is usually done at the start-up time.
Network layer (NL) packets are then transferred in DL frames.

In the CL mode of operation, no previous connection set-up is needed and
network layer packets are individually routed to any one of the transmission lines
over which a data link connection exists to the destination. Transmission of
network packets next hop along the route is achieved by transporting them in
DLL frames.

Table 1.1 Access Methods

Transmission Access Mode

Analogue Acoustic coupler Switched

Modem Switched/leased line

Digital Direct Switched/leased line

Integrated access Switched/permanent/semi-permanent

In circuit-switched (CS) networking, network access is achieved only after a
circuit has been set up to a destination, through the intermediate network. If a
packet service is required, then, once the physical layer connection is achieved, a
data link . connection needs to be established between the two ends. The
intermediate network has to knowledge of the framing or packetization, acting
solely as a 'bit pipe'. Network packets can then be forwarded between the two
communicating ends. In the CS mode of networking, the delays in the
establishment of physical circuits and DLL links can be time-consuming,
preventing fast, on-demand set-up and removal of connections. Tables 1.1 and 1.2
show the access modes in the analogue and digital networks and the differences in
the packet and circuit-switched networking, respectively.
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Table 1.2 Comparison of packet-switching and circuit-switching networking

PS cs

No 'circuit' needs to be set up (CL)
VC must be set up (CO)

Long circuit set-up delays

Point-to-point, multicast, broadcast Point-to-point

Longer queuing delays may be encountered
and packet-switching delays at every switching
node en route suffered

Once the circuit is set-up, transmission and
propagation delays are the most important
delays encountered

Multiplexing is inherent Multiplexing is more convoluted

In the ISDN era, fast circuit switching will be possible with end-to-end circuit
set-up times of less than 1 s within a country and using terrestrial links. (Longer
distances may take up to 4.5 son average.) Hence, with the ISDN technology, on­
demand circuit establishment and removal will be possible. This will lead to a
novel way of a operation using the circuit mode bearer services where the
number of channels established to a destination can be varied dynamically as a
function of traffic. If traffic to a destination increases, causing the number of
packets in a transmission queue to build up, additional channels can be
established to the same destination in order to reduce packet delays. Similarly, if
the traffic to a destination decreases one or more channels to that destination can
be disconnected, minimizing costs.
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