INTRODUCTION

Biometrics refer to automatic recognition of an individual based on his/her behavioral and/or physiological characteristics. An important issue in designing a practical biometric system is to determine how an individual is recognized. Depending on the application context, a biometric system may be called either a verification system or an identification system:

- A verification system authenticates a person’s identity by comparing the captured biometric characteristic with his/ her own biometric template(s) pre-stored in the system.
- An identification system recognizes an individual by searching the entire template database for a match. It conducts one-to-many comparisons to establish the identity of

the individual.
Personal identification based on biometrics has been receiving extensive attention in public security and information security domains. Biometric identification uses physiological characteristics of humans and distinguishes one from another. These characteristics are face, facial thermograms, fingerprint, iris, retina, hand geometry, etc. [1]. The critical attributes of these characteristics for reliable recognition are the variations of selected characteristic across the human population, uniqueness of these characteristics for each individual, and their immutability over time.[2]
One of the biometric recognition applications is fingerprint recognition. Fingerprints have long been used as a reliable biometric feature for personal identification. Fingerprint classification refers to the problem of assigning fingerprints to one of several prespecified classes. Automatic classification can be used as a preprocessing step for fingerprint matching, reducing matching time and complexity by narrowing the search space to a subset of a typically huge database [1, 2].
For a long time researchers have been working on fingerprint recognition. Over the past few years, the number of companies involved in research on fingerprint recognition has continually increased. The advance in fingerprint recognition results from a combination of various elements, for example: improvement in the recognition rate, the complex system used to integrate various kinds of information, and new technologies.

Today,with the development of Artificial Intelligence (AI) algorithms, fingerprint recognition systems may gain speed, hardware simplicity, accuracy and learning ability [1,4]. It is essential for these applications to keep both the computing complexity and the data amount used for verification as small as possible. The small data size is very important for fast data transfers in network applications and/or cheap digital storage on personal cards. The time for checking the new fingerprint is critical because this is the time seen by the user. However, the learning time is less important since the training for one person occurs only once. The aim of this thesis is to develop a fingerprint recognition system based on Neural Networks.
This thesis includes four chapters, conclusion, and appendices.

Chapter one presents an overview to Biometric Systems. A Comparison of various biometrics is  given. Human physiological and/or behavioral characteristics that can be used as biometric identifier to recognize a person are described and advantages of applications of Biometric Systems are presented.

The second chapter, describes the architecture of a fingerprint recognition system. The main components of the system are described. Fingerprint sensing, fingerprint representation and feature extraction, fingerprint matching, fingerprint classification and indexing, synthetic fingerprints, applications of fingerprint recognition systems are described.

The third chapter, describes the artificial neural network used for recognition of fingerprints. The major and necessary components of the neural net, architecture of the neural system and its learning algorithm are described.

In the fourth chapter, development of fingerprint recognition system is represented. The steps for fingerprint recognition using MATLAB are described. Simulation results are presented.

The conclusion contains results obtained from simulation and discussion of these results.

PAGE  
3

